
CYBERSAFETY AT TIMBARRA P-9 COLLEGE
CYBERSAFETY USER AGREEMENT
FOR PRIMARY STUDENTS P-2

Section A: Introduction/Instructions
Section B: Cyber safety rules for Primary Students 
Section C: Cyber safety user agreement form

Instructions for parents/guardians:
1. Please read the Introduction and Cyber safety rules carefully. If there are any points you would like to discuss, please 

let the school office know as soon as possible.
2. Discuss the cyber safety rules with your child.
3. Sign the User Agreement Form and Student Declaration and return that page to the classroom teacher.
4. Please keep Section A (the first page) for future reference.

At our school we:

● Support the rights of all members of the school community to engage in and promote a safe, inclusive and
supportive learning environment.

● Have a Student Engagement Policy that clearly states our school’s values and the expected standards of
student behaviour, including actions and consequences for inappropriate behaviour.

● Educate our students to be safe and responsible users of digital technologies.
● Raise our students’ awareness of issues such as online privacy, intellectual property and copyright.
● Supervise students when using digital technologies for educational purposes.
● Provide a filtered internet service but acknowledge that full protection from inappropriate content can never

be guaranteed.
● Respond to issues or incidents that have the potential to impact on the wellbeing of our students.
● Know that some online activities are illegal and as such we are required to report this to the police.
● Provide parents/guardians with a copy of this agreement.
● Support parents/guardians to understand the importance of safe and responsible use of digital technologies,

the potential issues that surround their use and strategies that they can implement at home to support their
child.

Further Support
● For further support with online issues students can call Kids Helpline on 1800 55 1800.
● Parents/carers call Parentline 132289.



Safe and Responsible Behaviour – Student Declaration – Primary P-2

When I am using digital technology I will:

● Tell the teacher if something isn’t right.

● Not give out any personal information.

● Look after our computers and iPads.

● Plug the devices in after I have finished using them.

● Not go on inappropriate websites.

● Only use the app or website my teacher has given me permission to use.

I understand and agree to comply with the terms of acceptable use and expected standards of behaviour 
set out within this agreement. I understand that there are actions and consequences established within the 
school’s Student Engagement Policy if I do not behave appropriately.

Definition of Digital Technologies
Cyber Safety User Agreement Form

This Acceptable User Agreement applies to digital technologies, social media tools and learning 
environments established by our school or accessed using school owned networks or systems, including
(although are not limited to):

● School owned ICT devices (e.g. desktops, laptops, printers, scanners)
● Mobile phones
● Email and instant messaging
● Internet, Intranet and Ultranet
● Social networking sites (e.g. Facebook, SuperClubsPLUS)
● Video and photo sharing websites (e.g. Picasa, Youtube)
● Blogs
● Micro-blogs (e.g. Twitter)
● Forums, discussion boards and groups (e.g. Google groups, Whirlpool)
● Wikis (e.g. Wikipedia)
● Vod and podcasts
● Video conferences and web conferences.

This Acceptable User Agreement applies when I am using any of the above digital technologies at school, at 
home, during school excursions, camps and extra-curricula activities.
I understand and agree to comply with the terms of acceptable use and expected standards of behaviour 
set out within this agreement. I understand that there are actions and consequences established within the 
school’s Student Engagement Policy if I do not behave appropriately.




